
 
 

 

Skills: 

1. Strong communication skills, including written, verbal, and presentation abilities. 

2. Strong analytical skills, attention to detail, and the ability to work independently. 

3. Prior experience in training and managing team. 

4. Knowledge of financial regulations, compliance, and governance standards. 

5. Knowledge of operational and technology risk management, including cybersecurity and 

continuity 

6. Result oriented with high ethical standards responsibility. 

7. Knowledge of ISO 27001 information security standards and data protection 

 

Responsibilities: 

1. Define and implement the organization’s information security vision, strategy, and 

roadmap 

2. Align security initiatives with overall business objectives 

3. Report cybersecurity posture, risks, and progress to executive leadership and the board 

4. Establish and enforce security policies, standards, and frameworks 

5. Ensure compliance with laws, regulations, and industry standards 

6. Conduct regular audits, assessments, and regulatory reporting 

7. Engage with industry peers, threat intelligence networks, and government agencies 

8. Approve and oversee deployment of security technologies 

9. Partner with IT, DevOps, and engineering for secure development practices 

10. Build, mentor, and retain a high-performing security team 

11. Lead organization-wide security awareness and training programs 

12. Coordinate cross-functional response to major cyber incidents 

13. Communicate incident impact and mitigation plans to stakeholders and regulators 

 

 

Compensation: As per industry standards 

 

Experience – Minimum 7 years Education – Minimum B.E. or B.Tech or 
Postgraduate 
Certification in CISSP / CISM / CISA/CCISO and 
other relevant cyber security 

Designation – CISO Department – IT 
Employment – Permanent Location – Gandhinagar, Gift-City 


